Cryptography Midterm Exam 2012/05/01

Part I (3 points each)

1. Which multiplicative group is NOT cyclic?

A. ***Z***9\* B. ***Z***10\* C. ***Z***11\* D. ***Z***12\* E. None of the above

2. Which can NOT be the number of elements of a Galois field?

A. 100 B. 101 C. 121 D. 125 E. None of the above

3. Which is NOT a legitimate key length (in bits) of AES?

A. 128 B. 160 C. 192 D. 256 E. None of the above

4. Which of the following is a public-key cryptosystem?

A.RSA B. DES C. AES D.Caesar cipher E. None of the above

5. For a ring homomorphism *f* : *GF* 2[ *x*]*/* < *x*3+*x*2+1 > → *GF* 2[ *x*]*/* < *x*3+*x*+1 > between two quotient rings (*GF* 8), which assignment of*f*(*x*) makes*f*an *isomorphism*?

A. *f*(*x*)=*x* B. *f*(*x*)=*x*2  C. *f*(*x*)=*x*+1 D. *f*(*x*)=*x*2+*x* E. None of the above

6. Except “Key Addition”, what is the correct order of operations in a typical round of AES encryption? (P) MixColumn (Q) SubByte (R) ShiftRow

A. RPQB. RQP C. QPRD. PRQ E. None of the above

7. Which quotient ring is NOT isomorphic to *GF* 32?

A. *GF* 2 [ *x*] */* <*x*5+*x*2 +1 > B. *GF* 2 [ *x*] */* <*x*5+*x*4 +*x*2+*x*+1 >

C. *GF* 2 [ *x*] */* <*x*5+*x* +1 > D. *GF* 2 [ *x*] */* <*x*5+*x*3 +*x*2+*x*+1 > E. None of the above

8. Which of the following is true?

A. There are exactly ![](data:image/x-wmf;base64,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) primitive polynomials of degree 2012 over *GF*2

B. There are exactly 22012 −1 generators of (![](data:image/x-wmf;base64,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), ×)

C. There are exactly 22012 roots of ![](data:image/x-wmf;base64,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) in![](data:image/x-wmf;base64,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)

D. There are exactly 2012 subfields in![](data:image/x-wmf;base64,183GmgAAAAAAACAEgAIBCQAAAACwWAEACQAAA6gBAAACAJoAAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAKAAiAEEwAAACYGDwAcAP////8AAE4AEAAAAMD///+3////4AMAADcCAAALAAAAJgYPAAwATWF0aFR5cGUAAHAABQAAAAkCAAAAAgUAAAAUAtIBggIcAAAA+wJg/wAAAAAAAJABAAAAAAACABBUaW1lcyBOZXcgUm9tYW4AlNgYANiUNHeAATh3Gjlm2AQAAAAtAQAADQAAADIKAAAAAAQAAAAyMDEyUABQAFAAQAEFAAAAFAI2Ag4CHAAAAPsCIP8AAAAAAACQAQAAAAAAAgAQVGltZXMgTmV3IFJvbWFuAJTYGADYlDR3gAE4dxo5ZtgEAAAALQEBAAQAAADwAQAACQAAADIKAAAAAAEAAAAyecABBQAAABQCoAEuABwAAAD7AoD+AAAAAAAAkAEBAAAAAAIAEFRpbWVzIE5ldyBSb21hbgCY2BgA2JQ0d4ABOHcaOWbYBAAAAC0BAAAEAAAA8AEBAAoAAAAyCgAAAAACAAAAR0YUAQADmgAAACYGDwApAU1hdGhUeXBlVVUdAQUBAAUCRFNNVDUAABNXaW5BbGxCYXNpY0NvZGVQYWdlcwARBVRpbWVzIE5ldyBSb21hbgARA1N5bWJvbAARBUNvdXJpZXIgTmV3ABEETVQgRXh0cmEAE1dpbkFsbENvZGVQYWdlcwARBrdzstOp+sXpABIACCEvJ/JfIY8hL0dfQVDyHx5BUPQVD0EA9EX0JfSPQl9BAPQQD0NfQQDyHyCl8gol9I8h9BAPQQD0D0j0F/SPQQDyGl9EX0X0X0X0X0EPDAEAAQABAgICAgACAAEBAQADAAEABAAFAAoBAAIAg0cAAgCDRgADAB0AAAsBAAIAiDIAAwAcAAAMAQEBAAIAiDIAAgCIMAACAIgxAAIAiDIAAAAACwEAAAAAAAALAAAAJgYPAAwA/////wEAAAAAAAAAHAAAAPsCEAAHAAAAAAC8AgAAAIgBAgIiU3lzdGVtANgaOWbYAAAKADgAigEAAAAAAQAAAOTiGAAEAAAALQEBAAQAAADwAQAAAwAAAAAA)

E. None of the above.

9. Which description is true for *GF*9[*x*]?

A. A ring but not a commutative ring

B. A commutative ring but not an integral domain

C. An integral domain but not a principle ideal domain

D. A principle ideal domain but not a field

E. A field

10. Which statement is true for historical ciphers? (To avoid possible confusion,

a *polyalphabetic substitution cipher* is not considered as a substitution cipher)

A. A Vigenère cipher is a special case of substitution ciphers

B. A Substitution cipher is a special case of Hill ciphers

C. A Hill cipher is a special case of permutation ciphers

D. A permutation cipher is a special case of Vigenère ciphers

E. None of the above

Part II (3 points each)

* *x* ≡ **11** (mod **12** ) is the solution to the system of congruences

*x* ≡ 5 (mod 9) *x* ≡ 2 (mod 8) *x* ≡ 4 (mod 7)

* *a* = **13** and*b* = **14** is the pair of integers satisfying56*a* + 71*b* = 1 where *a*is the least positive one. The solution to the equation56*x* ≡ 4 (mod 71)is *x* ≡ **15** (between 0 and 71).
* Euler’s Theorem and Fermat Little Theorem
* The least positive integer *m*satisfying*a m* ≡ 1 (mod 2011)for all*a*relatively prime to 2011 is*m* = **16**
* 22012 mod 41 = **17** (between 0 and 41)
* 22012 mod 42 = **18** (between 0 and 42)

|  |  |  |
| --- | --- | --- |
| Block cipher | DES / 3DES | AES |
| Block size (bits) | **19** | **20** |

* Complete the table:

![](data:image/x-wmf;base64,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)

* Applying the secret permutation on the plaintext CRYPTO,

we obtain the ciphertext PTYCOR. Suppose the permutation *σ* is applied

![](data:image/x-wmf;base64,183GmgAAAAAAAOACQAIBCQAAAACwXgEACQAAA/UAAAACABwAAAAAAAUAAAAJAgAAAAAFAAAAAgEBAAAABQAAAAEC////AAUAAAAuARgAAAAFAAAACwIAAAAABQAAAAwCQALgAhIAAAAmBg8AGgD/////AAAQAAAAwP///6b///+gAgAA5gEAAAsAAAAmBg8ADABNYXRoVHlwZQAAYAAcAAAA+wIg/wAAAAAAAJABAAAAAAQCABBUaW1lcyBOZXcgUm9tYW4AkPASAAzYLnbAYDF26TNmaQQAAAAtAQAACAAAADIK4AEvAgEAAAA2eRwAAAD7AoD+AAAAAAAAkAEBAAAABAIAEFRpbWVzIE5ldyBSb21hbgCQ8BIADNgudsBgMXbpM2ZpBAAAAC0BAQAEAAAA8AEAAAgAAAAyCoABXwEBAAAAU3kcAAAA+wKA/gAAAAAAAJABAAAAAgQCABBTeW1ib2wAdtYNCji4/TQAkPASAAzYLnbAYDF26TNmaQQAAAAtAQAABAAAAPABAQAIAAAAMgqAARAAAQAAAM55CgAAACYGDwAKAP////8BAAAAAAAcAAAA+wIQAAcAAAAAALwCAAAAiAECAiJTeXN0ZW0AaekzZmkAAAoARQCKAQAAAAABAAAArPISAAQAAAAtAQEABAAAAPABAAADAAAAAAA=)

on CRYPTO to obtain OCTPRY, then*σ* 2 = **21** and*σ* −1 = **22**.

* The following reference code comes from the book “The Design of Rijndael” written by J. Daemen and V. Rijmen:

typedef unsigned char word8;

word8 Logtable[256] = {

0, 0, 25, 1, 50, 2, 26,198, 75,199, 27,104, 51,238,223, 3,100, 4,224, 14,

52,141,129,239, 76,113, 8,200,248,105, 28,193,125,194, 29,181,249,185, 39,106,

77,228,166,114,154,201, 9,120,101, 47,138, 5, 33, 15,225, 36, 18,240,130, 69,

53,147,218,142,150,143,219,189, 54,208,206,148, 19, 92,210,241, 64, 70,131, 56,

102,221,253, 48,191, 6,139, 98,179, 37,226,152, 34,136,145, 16,126,110, 72,195,

163,182, 30, 66, 58,107, 40, 84,250,133, 61,186, 43,121, 10, 21,155,159, 94,202,

78,212,172,229,243,115,167, 87,175, 88,168, 80,244,234,214,116, 79,174,233,213,

231,230,173,232, 44,215,117,122,235, 22, 11,245, 89,203, 95,176,156,169, 81,160,

127, 12,246,111, 23,196, 73,236,216, 67, 31, 45,164,118,123,183,204,187, 62, 90,

251, 96,177,134, 59, 82,161,108,170, 85, 41,157,151,178,135,144, 97,190,220,252,

188,149,207,205, 55, 63, 91,209, 83, 57,132, 60, 65,162,109, 71, 20, 42,158, 93,

86,242,211,171, 68, 17,146,217, 35, 32, 46,137,180,124,184, 38,119,153,227,165,

103, 74,237,222,197, 49,254, 24, 13, 99,140,128,192,247,112, 7};

word8 Alogtable[256] = {

1, 3, 5, 15, 17, 51, 85,255, 26, 46,114,150,161,248, 19, 53, 95,225, 56, 72,

216,115,149,164,247, 2, 6, 10, 30, 34,102,170,229, 52, 92,228, 55, 89,235, 38,

106,190,217,112,144,171,230, 49, 83,245, 4, 12, 20, 60, 68,204, 79,209,104,184,

211,110,178,205, 76,212,103,169,224, 59, 77,215, 98,166,241, 8, 24, 40,120,136,

131,158,185,208,107,189,220,127,129,152,179,206, 73,219,118,154,181,196, 87,249,

16, 48, 80,240, 11, 29, 39,105,187,214, 97,163,254, 25, 43,125,135,146,173,236,

47,113,147,174,233, 32, 96,160,251, 22, 58, 78,210,109,183,194, 93,231, 50, 86,

250, 21, 63, 65,195, 94,226, 61, 71,201, 64,192, 91,237, 44,116,156,191,218,117,

159,186,213,100,172,239, 42,126,130,157,188,223,122,142,137,128,155,182,193, 88,

232, 35,101,175,234, 37,111,177,200, 67,197, 84,252, 31, 33, 99,165,244, 7, 9,

27, 45,119,153,176,203, 70,202, 69,207, 74,222,121,139,134,145,168,227, 62, 66,

198, 81,243, 14, 18, 54, 90,238, 41,123,141,140,143,138,133,148,167,242, 13, 23,

57, 75,221,124,132,151,162,253, 28, 36,108,180,199, 82,246, 1};

/\* The tables Logtable and Alogtable are used to perform multiplications in GF(256)

word8 mul(word8 a, word8 b) {

if (a && b) return Alogtable[(Logtable[a] + Logtable[b])%255];

else return 0;

}

*GF*256 is constructed by *m*(*x*) = *x*8+*x*4+*x*3+*x*+1 in AES. The above tables (20 entries in each row) are built by the primitive element*x*+1of*GF*2 [ *x*]*/*<*m*(*x*)> ≅ *GF*256.

* To show that *x*+1 is a primitive element of *GF*2 [ *x*]*/*<*m*(*x*)>, it is sufficient to verity that(*x*+1)*u* ≠ 1, (*x*+1)*v* ≠ 1, and (*x*+1)*w* ≠ 1. If1 < *u* < *v* < *w* < 256, then*v* = **23** and*w* = **24**.
* If*x*8+*x*4+*g*(*x*)­is a primitive polynomial over *GF*2, then the degree-3 polynomial *g*(*x*) = **25**
* Express the elements of *GF*256 in hexadecimal as AES does, then

‘8A’ + ‘5F’ = **26**, ‘8A’ × ‘5F’ = **27**,

(‘8A’)100 = **28**, (‘5F’)−1 = **29** (all in hexadecimal)

* Finish the subroutine computing patched multiplicative inverses in *GF*256:

word8 inverse(word8 a) {

if (a) return Alogtable[ **30** ];

else return 0;

}

Part III (Write down all details of your work)

31 (3 points) Prove that the identity element*e*in a group*G*is unique.

32 (7 points)

1. Find the minimal number *A* >1, such that*A*is NOT the order of a finite field.
2. Find the minimal number *B* >1, such that 4*B* is NOT the order of the

multiplicative group (![](data:image/x-wmf;base64,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), ×) for any integer *n.*Cryptography Midterm Exam 2012/05/01

Name: \_\_\_\_\_\_\_\_\_\_\_\_ Student ID number: \_\_\_\_\_\_\_\_\_\_\_\_

|  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 10 |
|  |  |  |  |  |  |  |  |  |  |
| 11 | | 12 | | 13 | | 14 | | 15 | |
|  | |  | |  | |  | |  | |
| 16 | | 17 | | 18 | | 19 | | 20 | |
|  | |  | |  | |  | |  | |
| 21 | | 22 | | 23 | | 24 | | 25 | |
|  | |  | |  | |  | |  | |
| 26 | | 27 | | 28 | | 29 | | 30 | |
|  | |  | |  | |  | |  | |
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Cryptography Midterm Exam 2012/05/01

Solution

|  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 10 |
| D | A | B | A | C | E | C | A | D | E |
| 11 | | 12 | | 13 | | 14 | | 15 | |
| 410 | | 504 | | 52 | | −41 | | 66 | |
| 16 | | 17 | | 18 | | 19 | | 20 | |
| 2010 | | 37 | | 4 | | 64 | | 128 | |
| 21 | | 22 | | 23 | | 24 | | 25 | |
| (15623) | | (16352) | | 51 | | 85 | | *x*3 +*x*2+1 | |
| 26 | | 27 | | 28 | | 29 | | 30 | |
| D5 | | 24 | | 9A | | 17 | | 255 −  Logtable[*a*] | |

31

32 *A* = 6, *B* = 17